**广西壮族自治区桂东人民医院奇安信网神运维安全管理系统授权采购技术参数清单**
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| **广西壮族自治区桂东人民医院奇安信网神运维安全管理系统授权采购技术参数清单** |
| **序号** | **设备名称** | **产品描述** | **采购数量** | **单位** | **备注** |
| 1 | 奇安信网神运维安全管理系统授权 | 1.提供采购人在用的奇安信网神运维安全管理系统扩容，须与原系统品牌一致。2.扩容后最大支持500路字符会话并发，可管理设备数量≥500个，配置200个资源授权许可（现有100个资源授权）。3.扩容后配置6个千兆电口、4个千兆光口,支持1个扩展插槽，配置国密密码卡，4TB企业级硬盘，冗余电源。4.支持微信小程序动态口令认证方式登录堡垒机，且当用户需要使用手机令牌登录时，需要强制绑定手机令牌（投标文件需提供能够体现上述功能配置选项）。5.支持对数据库协议访问操作进行控制，可基于库、表、命令实现对数据库操作的细粒度访问控制，执行动作包括但不限于断开连接、拒绝执行、动态授权、允许执行。6.不限操作系统类型，无需安装任何客户端插件，使用浏览器通过H5方式即可直接运维SSH、RDP、Telnet、VNC、Rlogin、SFTP资源（投标文件需提供能够体现上述功能配置选项）。7.支持H5运维过程中通过群发命令，实现同时运维多台资源设备。8.支持运维过程中邀请其他用户参与、协助操作；会话协同过程中，协同者可以申请控制会话，创建者可以强制获取控制权。9.支持以云盘形式在堡垒机上存储常用文件，实现操作端、堡垒机和目标资源三者之间文件共享（投标文件需提供能够体现上述功能配置选项）。10.支持水印功能，用户在运维或者是监控、查看会话时，H5页面会将用户的登录名作为水印展示，避免数据泄露无法追责，支持在H5运维SSH、RDP、TELNET、VNC、应用发布等资源时显示水印。堡垒机内置文件病毒扫描能力，实现本地上传文件到堡垒机网盘、主机上传文件到堡垒机网盘的文件传输扫描，针对病毒文件，可以执行信任、删除等操作，并生成审计记录。 | 100 | 个 | 堡垒机授权 |